
BEWARE OF SCAMS 
DURING COVID-19

STIMULUS CHECK SCAMS
Watch out for calls or emails asking you to verify or provide your financial information  
in order to get your stimulus check faster.

NON-PROFIT DONATION SCAMS
Always seek out the charity’s authorized website. The results of a search engine query  
may include fraudulent sites designed to look like a legitimate charity’s website.

TIMESHARE EXIT CONS
Exit companies are defrauding timeshare owners out of thousands of dollars by  
making empty promises that ensnare them in lengthy processes and ruin their credit.

CENSUS SCAMS
The Census Bureau does NOT send unsolicited emails to request participation in the  
Census. Remember, all valid Census Bureau websites will always have .gov at the end.

INTERNET MERCHANDISE SCAMS
Online scammers may seed phony sites and email coupons with malware that infects  
your device and harvests your personal information for use in identity theft.

If you’ve been targeted by an exit company, there is a better way and it’s free. By working directly with ARDA and 
the timeshare brands themselves, you can get resolution and avoid the empty promises. 

VISIT THE COALITION FOR RESPONSIBLE EXIT TODAY FOR ALL THE INFORMATION YOU NEED TO STAY INFORMED. 

responsibleexit.com


